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DEAR MEMBERS 
Welcome to the Summer 2018 edition of our ‘On 
Call’ newsletter. Hopefully, these bright new days are 
harbingers of long evenings and sunnier times ahead.

There is much to update you about in this newsletter 
and we are most grateful to our guest contributors.

Medisec continues to support the annual ICGP 
Quality & Safety competition. These awards recognise 
improvements and innovations by people working in a 
general practice setting in Ireland, whether in a clinical 
or a practice management role. Criteria were revised in 
the last year with a new focus on safety, in addition to 
quality initiatives in practice. We now have a beautiful 
trophy for this award, designed by the sculptor  
Elizabeth O’Kane, displayed on the cover page. 
This award will be presented at the ICGP Annual 
Conference on Saturday 26 May 2018 in The National  
Convention Centre. 

Medisec welcomes new legislation which has now 
made it obligatory for every registered medical 
practitioner to have adequate medical indemnity,  
and applications to the Medical Council for registration 
will soon reflect this. Believe it or not, although it was 
understood to be obligatory, and the Medical Council 
Guide to Professional Conduct and Ethics advised  
‘You must ensure that you have adequate professional 
indemnity cover for all healthcare services you provide’ 
-it has never been written into our legislation until now.

Another big step for us all this year will be the 
introduction of the new General Data Protection 
Regulation in May. This has made us look critically 
at how doctors handle patient data, compliance with 
current legislation, and how we can improve our 
awareness and standards in order to meet forthcoming  
obligations. There will be challenges and difficulties 
ahead, but none of them insurmountable. General 
Practitioners are used to embracing new situations.  
I hope that we have smoothed the way for you with the 
publication of our Guide to the GDPR - ‘Get in Gear’, 
a concise guide for members and their administrative 
staff. This guide is available to all members on  
our website.

Those of you familiar with our website will notice that 
we have introduced a selection of online practice risk 
self-assessments. These assessments, in addition 
to improving your safety and reducing risk in your 
practice, can also comply with annual Medical Council 
Audit requirement. Please have a look at them and 
consider undertaking one this year as a practice 
improvement initiative.

I hope you enjoy your summer newsletter; we have 
some excellent articles each uniquely relevant to 
day to day general practice in Ireland. Our articles 
are based on today’s issues and trends in claims 
and Medical Council complaints. These features 
reflect queries received every day from our members. 
Remember we are here to help you 24/7, and we do 
our best to respond to your problems in the shortest 
possible timeframe. 

Wishing you a most enjoyable summer.
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How times have changed, from when a visit to the GP 
practice was seen as a reverential act and the practice, a 
place of sanctity and support. The GP, his/her practice team 
and staff were treated with respect and dignity. Fortunately, 
for many practices and patients, this remains the situation. 
However, there is an increasing and worrying trend in the 
level of aggression and violence in General Practice which 
is becoming more and more widespread. There is limited 
data available on the level of incidents in Ireland, and many 
of these incidents go unrecorded or unreported in any case. 
The BMJ, recently reported1 that GPs and their staff are 
increasingly facing violence, harassment and threatening 
behaviour in their surgeries with the overall number of 
recorded crimes committed on the premises of GP surgeries 
and health centres increasing by 9%, from 1,974 in 2015/6 
to 2,147 in 2016/7. In Ireland, a union representing GPs say 
there’s been an increase in the number of attacks on their 
members over the past several years.2
 
The ethical management of violent patients is one of the 
challenges in today’s health service. The EU definition3 of 
work related aggression and violence is:

“Any incident where staff are abused, threatened or 
assaulted in circumstances related to their work, involving an 
explicit or implicit challenge to their safety, well-being  
or health” 

MITIGATING FACTORS

Aggressive patient behaviour can be triggered by delays in 
treatment, restrictions (for example issuing of medications), 
mistakes, perceived biases and environmental factors such 
as lack of privacy, heating or noise. Often, the angry patient 
may have personal problems, or a history of violence or 
drug or alcohol abuse. Aggression can often mask poor 
communication or interpersonal skills. Aggressive behaviour 
includes abusive or racist remarks, verbal or physical threats 
or physical assault and such behaviour is deemed totally 
unacceptable.  

As employers, GPs have a responsibility for the health, safety 
and wellbeing of their staff. Whilst many people are involved 
in the daily running of a practice, it is the receptionists and 
administrators answering the phones that mostly act as 
the intermediary between the GP-patient relationship and 
as such can most often be at the end of patient violent and 
aggressive behaviour. All staff including GPs, nurses, other 
clinical staff and all the administration team who come in 
direct contact with the patients can potentially be subjected 
to this unacceptable patient behaviour.

When considering this key area, it is important to also 
consider that aggression or uncharacteristically threatening 
behaviour can be a symptom of some underlying medical 
condition, so the GP and practice should, within reason, take 
such a medical condition into account. Another behavioural 
trait to consider is that patients will often exhibit abusive 
behaviour to practice staff yet switch to another behavioural 
pattern once they meet the GP – akin to the dual personality 
traits exhibited by Dr Jekyll and Mr Hyde in the fictional 
series “The Strange Case of Dr Jekyll and Mr Hyde”. 

SECURITY ISSUES AND AGGRESSIVE &  
VIOLENT BEHAVIOUR - EXAMPLES

Working in practices across the country, from urban to 
city and inner-city locations we have witnessed numerous 
examples of aggressive behaviour varying in degrees of 
seriousness from mild to serious, where in the latter the 
Gardaí’s intervention was needed.

Examples include:
•  patients shouting at the receptionists and verbally 

abusing them often in front of other patients – such 
comments as  “ you’re a xxxx..”, “that dog is on the 
counter again..”, “that  xxx  xxx won’t give me my 
prescription…”

•  patients and other professionals verbally abusing staff on 
the phones or by letter of complaint – “….your obviously 
inept policies or systems should take a back seat”

  1 Violent Crime at GP Practice is on the rise - BMJ 2017; 358 doi: https://doi.org/10.1136/bmj.j4236 (Published 13 Sept 2017)
  2 “ A knife was pulled on me for refusing a prescription” – news report by Gráinne Ní Aodha, The Journal.ie 25th Nov 2017
  3 HSE Policy on “management of Work related aggression & violence” -document LSS/2014/1 – 20144



•  verbal abuse on social media – this is an ever increasing 
medium of patient verbal aggression towards staff and 
practices with patients using foul language on social 
media  e.g. “ “ignorant xxx not answering people..”

•  physical threats -  GP threatened with a knife, example 
of where a patient stated to a GP “I know what car you 
drive and I know you go to…on ..” – seen as a threat by 
patient to GP; rival gangs/family feuds – instances where 
members of two feuding groups started verbally arguing 
with each other in waiting room, which quickly escalated 
into a more serious problem; chair hurled at reception 
staff member by a patient’s carer; 

•  One doctor stated he was threatened by a patient who 
said he would follow him home and abuse his wife and 
kids. Another patient threatened to spread a rumour that 
the doctor was abusing female patients in the surgery.

An area that often leads to aggressive patient’s behaviour  
is so called  “lost scripts” –where some patients, usually with 
addiction issues, come looking for another script - which 
practice suspects they want to “trade/sell” to feed their 
addiction; very verbal, aggressive and threatening behaviour 
often exhibited by these patients. Take a firm stance and 
adopt a zero tolerance policy for rude and aggressive 
behaviour.
 
MEDISEC members have reported many such similar 
instances of aggressive and violent behaviour from patients 
towards their GP and practice staff. A further consideration, 
is theft or damage to belongings at the practice or from staff. 
Multiple incidents of theft – money, iPhones, laptop and theft 
of prescription pads are reported. 

APPROACH & SOLUTIONS
 
APPROACH – IDENTIFYING THE RISKS AND ISSUES SPECIFIC TO 
YOUR PRACTICE:

The first most important step to handle aggressive and 
violent patients is to recognise that this IS a security issue 
and all practices should take appropriate steps to assess 

and address these evolving behavioural traits. Many still do 
not see this as an area that needs attention and it is too late 
to consider putting in place measures after a GP or staff 
member has been physically assaulted, where preventative 
measures could have mitigated this occurring.

“Forewarned is forearmed”

As a first step we recommend conducting a risk assessment 
“RA”, of security needs and measures at each practice. 
This RA should look at all areas of security and potential 
situations that could lead to patient aggressive behaviour 
and/or security matters, and should include:

•  Patient profile and potential patient aggressive 
behavioural & other security (e.g.  theft) risks – a practice 
that is providing addiction recovery services is likely to 
have a higher risk in this area; a practice in a known area 
of high criminal activity is likely to have a higher theft 
security risk etc.

•  Premises – look at and review your premises, how safe 
and secure are they, are there physical aids in place to 
help mitigate against physical attack of staff (clinical and 
administrative); look at external environment – ie CCTV, 
lighting etc; reception area; and consultation rooms  

•  Lone working – does this occur at your practice and what 
are risks associated with this.

•  Practice profile – single handed v partnership v located 
within a purpose built Primary Care centre (such PCC 
buildings will have in-built inherent security measures  
in place) 

•  Practice policies in areas of security and “handling & 
managing” aggressive patients.

• Staff training and awareness
•  Patient communication & information

When doing this RA, we recommend adopting a rating 
matrix as in Table 1 – where you rate the risk based on the 
“Likelihood of the event occurring” and the “impact the 
event” might have if it did occur.

DR JACK NAGLE,
CEO, Alpha Healthcare, an Irish company dedicated to 
providing business and management support to GPs, 
general practice and healthcare professionals in Ireland 
and the UK.

5



LIK
EL

IH
OO

D

LIKELY IMPACT

LIKELY MEDIUM RISK HIGH RISK EXTREME RISK

UNLIKELY LOW RISK MEDIUM RISK HIGH RISK

HIGHLY 
UNLIKELY

INSIGNIFICANT 
RISK LOW RISK MEDIUM RISK

MINOR MODERATE MAJOR

4 We use a 3 x 3 risk rating matrix which is practical & easy to use; in some more complex situations we adopt this to a 4 x 4 using the same principles but more detail on categories. 
5  “GPs in call for violent patient scheme” – report by Niamh Cahill, Medical Independent 08 Feb 2018.
Acknowledgements: Thanks, are expressed to the GPs, Practice Manager and staff at Hollyhill Medical Centre for use of the pictures of their reception areas for the case study and advisory comments 
and to a number of other GP practices for their input. I would also like to thank the Sergeant at Gurranabraher Garda Station for discussions and advisory comments on this topic.

SOLUTIONS – PUTTING IN PLACE MEASURES TO PROTECT GPS, 
STAFF AND PRACTICE PROPERTY

Following the completion of a security RA, a practice 
will have identified the key risk areas. This risk register, 
prioritised by risk ratings, then provides the practice with 
a focused set of action areas to address. Whilst there will 
be practice specific measures to be taken, Table 2 lists a 
range of specific security measures that can be adopted and 
implemented depending on the practice’s own RA and size. 

As well as risk to aggressive patients, practices are also 
exposed to security risks form theft. Based on a practice’s 
risk assessment, practices, should adopt suitable security 
measures that ensure that patients are not given easy 
opportunities to steal items such as precriptions pads, 
phones, laptops or money. Appropriate access restrictions 
should be put in place to mitigate potential theft of 
belongings by patients.  The vetting of new staff and 
providers is also important in this regard.

EXTREME SECURITY RISKS

There are some practices whose location and /or 
presence of specific patients may put the staff and GPs at 
unacceptable risks. In these instances, the risk assessment 
should carefully evaluate the perceived risks and 
professional security advice and physical security presence 
may be necessary at the practice. These are clearly, extreme 
cases and carry a considerable cost but must be weighed 
against the safety of the staff and GPs. 

In any instance where a staff member feels in danger of a 
physical or serious verbal abuse, and where all mitigation 
attempts have failed, then the patient should be advised  
that you are calling the Gardaí and they should be called 
without hesitation, if the patient’s behaviour doesn’t  
change. It is possible; that an intervention by a Garda 
speaking on the phone to the patient may de- escalate the 
situation or the Gardaí may have to visit the premises to deal 
with the incident.   

Another area that requires careful deliberation and discussion 
between the GPs, their representative bodies and the HSE 
is the current policy of “assigning patients” to practices. In 
England, there has been a violent patient scheme in existence 
since 2004, which puts the responsibility on all primary care 
commissioning bodies to cover the cost of treating particularly 
violent patients in a secure setting separate from their 
practice. There has been a recent call by GPs in Ireland for 
such a scheme to be put in place.5     

TABLE 1: RISK RATING MATRIX TABLE4
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EXTERNAL ENVIRONMENT  Ensure adequate external street lighting: Put in place CCTV, as appropriate and have 
continuous recording that can be easily monitored by practice staff (must comply 
with GDPR regulations).

CAR PARK Ensure staff members can safely get to their vehicles (as applicatble).

RECEPTION  Reception counter to offer physical barrier (and support) to staff; put in place ceiling 
to counter glass panelling with hatch doors, where necessary. In “extreme high 
risk” hatch door system may be replaced by intercom system providing complete 
physical protection to reception staff. Installation of panic alarm buttons - these can 
be a physical button activated alarm system or may be electronic (via practice pcs); 

WAITING AREA  Put practice notices - regarding Zero Tolerance to aggressive patient behaviour and 
other security information on display to communicate with all patients. If risk rating is 
high, secure all seating to floor.

CLINICAL ROOMS  Panic button in place (physical button activated or e-activated); For “high risk” 
patients - use a chaperone and clinician to sit nearest the door.

ON-SITE SECURITY  In some instances, it will be neccessary to have “on-site” security personnel due to 
the high risk posed to GPs and staff.

PR
EM

ISE
S

AREA APPLICABLE SOLUTION/MEASURES TO PUT IN PLACE (measures to be introduced depending 
on practice risk register)

ZERO TOLERANCE  Set out for staff & patients the pratice policy on patient behaviour and spell out 
clearly that abusive and agressive behaviours towards any staff member will not  
be tolerated.

LONE WORKING  Set out the practice’s policy for lone working - this should cover GPs, all clinical staff 
and admin staff. Also cover for house calls.

RISK ASSESSMENT  Set out the practice’s approach to risk assessment, risk management & creation of 
risk register.

HANDLING AGGRESSIVE  Policy to set out guidelines to staff on how to handle aggressive patients; guidance
PATIENTS  on recognising the “trigger signs” of potential aggressive or verbal abuse behaviour; 

approach to minimising the chance of an escalation of abusive behaviour; clear role 
responsiblity within the practice to escalating aggressive or violent patient behaviour 
- guidelines on when to call manager, GP partner and/or the Gardaí.

SOCIAL MEDIA Set out guidelines on how to address social media patient abusive behaviour.

CHAPERONE GUIDELINES  Define the practice’s policy on offering a chaperone - which protects clinical staff as 
well as patients.

PR
AC

TIC
E P

OL
ICI

ES

SIGNIFICANT EVENT  Establish practice’s policy for recording of any patient aggressive behaviour or event; 
REPORTING   this should be then followed up by manager/GP to learn from incident and enhance 

security measures (if necessary).

PATIENT NOTE TAGGING  The tagging of patient notes to indicate a history of violent abusive behaviour 
provides an important mitigation action for staff and clinical team. This can appear 
as a pop-up/key note in patient’s file alerting staff to this danger - policy to set 
guidelines on use which considers patient confidentiality v staff safety.

AWARENESS & COMMS  Hold meetings and briefing sessions with staff on security measures and on handling 
aggressive patient.

POLICIES  Staff training (and continuous input) to the above practice policies.

RISK ASSESSMENT  Training for manager and relevant staff on conducting a RA, risk register and action plan.
CONFLICT AVOIDANCE  Training for manager and relevant staff to support team in handling agressive  

patient behaviour.

STAFF SUPPORTS  Staff should be provided with the necessary occupational health and support services in 
the event of a serious verbal or physical abuse incident.

ST
AF

F T
RA

INI
NG

TABLE 2: SERIES OF SECURITY MEASURES THAT PRACTICES MAY ADOPT (DEPENDING ON THEIR RA AND RISK REGISTER)

7



FIGURE 2: Physical Structure 
offering maximum protection 
to reception staff

CONCLUSION

Security considerations are an increasing area of concern for GPs and practice staff. Aggressive behaviour towards staff, 
GPs and nurses is unacceptable. All practices should conduct a security risk assessment to detail the potential risks for 
their practice, establish a risk register and put in place a set of measures to address these risks. At a National level, there is 
a pressing need to address how aggressive and violent patients are managed and allocated to practices by the HSE, such 
as the patient violent scheme in the UK, so that appropriate care can be delivered to these patients whilst at the same time 
protecting GPs and practice staff. The current process, whereby the HSE allocates violent patients to practices without prior 
discussions with the GPs and practice should cease. A national campaign and promotion of a zero tolerance for aggressive 
behaviour towards GPs and staff should be considered.

Medisec supports members in dealing with challenging patients and this topic will be addressed at our annual Best 
Practice conference on Saturday 13th October 2018.

CASE EXAMPLE

As an example of a practice that has witnessed a number 
of examples of patient aggression and violent behaviour, 
the Hollyhill Medical Centre in North Cork City has taken 
a number of mitigating steps to manage and handle 
challenging patients. They installed an appropriate 
physical protection barrier to protect staff from potential 
challenging patients. The layout of their surgery reception 
is illustrated in Figure 2.

Patients have been advised of the practice’s  
“zero-tolerance” to patient challenging behaviour with 
notices put up in waiting room area advising on this. 
Staff awareness and training on handling challenging 
patients was conducted and all staff have become adept 
at recognising potential trigger points and taking steps to 
prevent escalation of un acceptable behaviours.  
Clinical staff are aware of patients with past violent  
history or abusive behaviour and these are handled 
sensitively but appropriately. A chaperone policy is in 
place to protect patients and clinical staff.
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INTRODUCTION
The Longer Acting Reversible 
Contraceptive methods (LARC) are 
much more likely to prevent unintended 
pregnancies than condoms or pills. 
A young or new pill user should be 
informed that the risk of a pill failure is 
about 9 pregnancies for every 100 users 
in that first year while LARC methods 
all have an approximate failure rate of 
under 1 pregnancy per 100 users in the 
first year – far more reliable. If someone 
genuinely wishes to avoid pregnancy 
a LARC is the best option for her and 
many GPs offer some or all LARC 
options in the surgery.  

Dr Deirdre Lundy,  
General Practitioner,  
Co-ordinator of Reproductive  
and Sexual Health Courses, 
ICGP
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THE LARC OPTIONS ARE:
Depo Medroxyprogesterone IM injections (“Depo-Provera”)

Etonorgestrel releasing subdermal implants (“Implanon NXT”)

Levonorgestrel releasing Intrauterine systems (‘Mirena’, ‘Kyleena’  
& ‘Jaydess’)

Copper- bearing IUCDs - ( e.g. ‘TSafe380A’ , ‘TT380Slimline’, 
‘MiniTT380 Slimline’, ‘ FlexiT 380’, et.al.)

All LARCs offer superior contraceptive protection. They are all 
suitable for any sexually active women/ girl regardless of age or parity. 
They can all be offered in general practice but, unfortunately, many 
complaints and legal challenges have been received by Irish medical 
defence companies in connection with LARC-related procedures. 
Some of these were unavoidable but many could have been avoided. 
Practitioners who perform invasive procedures know and accept 
the fact that there are risks of mishap or complication with these 
procedures. Avoidable mishaps usually occur when inserters deviate 
from standard recommendations and so, perhaps, by being mindful 
of the more common complaints, LARC providers might be better 
equipped to avoid pitfalls.

INTRAUTERINE CONTRACEPTIVE DEVICES
In the bad old days, “see one/do one/teach one” applied to putting 
in coils just as it did to so many of the procedures we learned. These 
days that doesn’t pass for training; particularly in the event of a 
medicolegal complaint.

Placing an intrauterine device through the cervix and into the uterine 
cavity is a special skill. For someone already offering IUCD placement 
in general practice you can apply to the ICGP to be certified as 
competent in that procedure. As part of that process there is a 
required online LARC course which has sections on risks of LARC 
and reaffirms all the recommendations and precautions that apply to 
IUCD insertion. If you update yourself with those recommendations 
and make them part of your own practice the risk of complaints 
should be well reduced.

MEDICOLEGAL 

RISK
INTRAUTERINE 
CONTRACEPTIVES

&
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Pre-insertion counselling is essential. Risks and side 
effects must be discussed with the patient and this 
discussion documented in the chart. The small but important 
risks of perforation, expulsion, pain, failure (& possible 
ectopic complication) and bleeding alteration must be 
explored before prescribing an IUCD. A consent form 
that itemises these risks should be signed and included 
in the chart. Proforma counselling and consent forms are 
available on the ICGP website among other places. An 
IUCD information sheet should be given to the patient after 
counselling so she can weigh up the pros & cons in her own 
time. This too should be documented in the chart.

ONE OF THE MOST COMMON IUCD COMPLAINTS:  
UTERINE PERFORATION
Perforation of the uterus associated with an IUCD is very 
rare and rates of 1-2 / 1000 are currently quoted. Risk 
factors include clinician inexperience, insertion in the 
recent postpartum (<36 weeks), an immobile or extremely 
flexed/verted uterus, and most of all, breastfeeding (which 
carries a 6-fold increase in perforation risk).  It may not be 
immediately obvious that a perforation has occurred and 
may be discovered with lost threads, continued pelvic pain 
or unusual bleeding pattern at the 6-week check. Some 
studies associate higher perforation rates with insertion with 
women of lower parity and for women with a higher number 
of previous abortions. A past history of Caesarean Section is 
not associated with a higher a risk for perforation and there 
doesn’t appear to be any differences in perforation risk with 
device type (hormonal or copper bearing).

We do not know for sure why perforation is associated with 
recent postpartum/breastfeeding women or even if there’s 
a causative link. It may be related to the fact that the uterus 
is softened by recent pregnancy.  It may be linked to the 
fact that full breastfeeding keeps estrogen levels very low 
which in turn makes the uterus smaller than usual. We know 
IUCD insertion is less painful in breastfeeding women – 
possibly due to increased levels of endorphins - so perhaps 
perforations are less likely to be identified in breastfeeding 
women as they are so often silent. 

Perforations can be partial (typically one of the horizontal 
arms embeds in the myometrium) or complete. Complete 
perforations usually occur at the level of the uterus where the 
lower and upper segments meet. The IUCD is often located 
in the pouch of Douglas with an anteverted uterus or in the 
anterior pouch (vesico-uterine) with a retroverted uterus.  
Flexion is also a factor and perforation has been shown to 
be more likely in women with more acute angles of flexion. 
Perforation can also occur through the fundus.1*

Although later perforations have been recorded, it is thought 
that most perforations occur at the time of IUCD insertion 
and may be caused by the uterine sound. It is therefore good 
practice to abandon the IUCD procedure if the sound goes 
further than anticipated (the average uterine cavity length 
being under 7-9 cm) or causes unusual discomfort.
If the wall of the uterus is breached  by the sterile sound 
and the procedure is stopped, the puncture will most likely 

seal spontaneously without adverse impact for the patient. 
If the uterine sound penetrates the wall and then the doctor 
attempts to place the IUCD, the device may end up extra 
uterine- exposing the patient to pregnancy, possible infection 
and the inevitable need for surgical removal. So, if in  
doubt, stop. 

Another good practice point is related to the use of a 
tenaculum or vulsellum prior to uterine sounding or IUCD 
insertion. A tenaculum is a clamp applied to the cervical 
lip. It helps stabilise the uterus for intra uterine procedures 
and, applying gentle traction to the tenaculum can decrease 
uterine flexion thereby reducing the risk of perforation. 
Unfortunately, some women experience a lot of discomfort 
when the tenaculum is applied. In an effort to minimise pain 
some inserters might skip this step in their IUCD insertion 
protocol. Either a single toothed tenaculum such as the 
“Allis” tissue forceps or an atraumatic vulsellum tenaculum 
such as a “Teale’s” forceps should be used during IUCD 
insertions.  The FSRH also supports routine use of a 
tenaculum as do most IUCD manufacturers’ instructions. 

Current professional guidance from the UK FSRH says that 
insertion of an IUCD within the first 48 hours of vaginal or 
caesarean delivery is safe. This is rarely offered in Ireland 
but immediate placement of an IUCD can be performed 
by an obstetrician. In this situation the UKMEC for IUCDs 
is Category 1 (no restriction). From 48 hours to 4 weeks 
postpartum IUCD insertion becomes UKMEC 3 (risks 
outweigh benefits). Thereafter it reverts to UKMEC.

1. In June 2015, the UK MHRA reviewed risk factors 
for perforation in light of the EURAS study results and 
concluded that the benefits of intrauterine contraception 
strongly outweigh the risks, including in those who are 
lactating or who have recently given birth.

RISK OF FAILURE & PREGNANCY
Although LARC offers superior contraceptive efficacy, 
pregnancies do occur. If a pregnancy occurs with an  
IUCD in situ, it carries an increased risk of miscarriage  
as well as ectopic pregnancy. Therefore, site of pregnancy 
must be confirmed by ultrasound as soon as a pregnancy  
is suspected. In general, the advice is to remove the IUCD  
in first trimester where possible to avoid intrapartum  
infection but that will be up to the obstetrician involved.  
If the IUCD is not found during the pregnancy or after the 
delivery (or TOP/ miscarriage) an xray should be arranged to 
exclude perforation.

AVOIDING COMPLAINTS WITH IUCDS
To minimise medicolegal incidents, it might be helpful to know the 
type of complaints that are received by the medical defence bodies.

Delay IUCD insertions in new mothers
Perforation-related complaints are among the more common issues 
being dealt with by medical defence companies. To minimise risk, 
offer new mothers an effective non IUCD contraceptive (“bridging 
contraception”) until they are at least 6-8 weeks postpartum… 
pushing that out to 8-12 weeks in mothers who are breastfeeding. 

RISK
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If the uterine sound appears to go beyond the usual 7-9 cm it 
would be wise to abandon the procedure and where possible 
confirm the uterine length with ultrasound scan before rescheduling 
the insertion. If you have inserted a device and you are concerned 
about possible perforation but the patient is not in discomfort, 
continue her on bridging contraception until a scan can be 
arranged. If she complains of marked or non-resolving pain, referral 
would be wise.

Make sure the patient’s last coil has been removed.
Sometimes a woman will present for a change of IUCD. It is 
important to remove the old device before inserting the new one 
obviously, but if the strings of that current device are not visible 
a practitioner might accidentally insert a second device (this 
happens more than you think). If in doubt, continue the bridging 
contraception and arrange imaging. 

Make sure the IUCD has stayed in the uterus
The 3-6 week coil check/ string check is essential. Missing strings 
at this time can alert you to possible perforation or expulsion. 
Follow the “missing string” algorithm if strings are not seen at this 
stage or indeed at any time in a lady who is having a speculum 
exam and who tells you she has an IUCD.       
                           

WHY DO THINGS GO WRONG?
IUCD insertions can be tricky. They should only be offered by 
suitably trained practitioners. Use of proforma counselling, consent 
and procedure documents is highly advisable. Insertion procedures 
should never be squeezed into a typical busy GP surgery. Things 
are much more likely to go awry when the inserter is under pressure 
or deviates from his/ her normal protocols.  As an example, I often 
meet ladies who are due for an IUCD removal and reinsertion. They 
all receive literature that warns them not to have penetrative sex in 
the 2-3 weeks before the procedure and yet it is not uncommon for 
them to have failed to comply with this recommendation!  
My response to this, while sympathetic is “NO COIL for you today”. 
This is for her safety as well as mine! I offer hormonal contraception 
(or in some cases emergency contraception) and reschedule. 
It’s inconvenient but it’s good practice.  

The ICGP suggests all IUCD patients be commenced on bridging 
hormonal contraception at the time of counselling. In this way 
insertions can be performed in a block, at a dedicated time that 
suits the practitioner and patient both and not under the tyranny 
of any particular phase of the patient’s cycle. Not only does this 
improve outcomes, it also facilitates colleague training. Resist being 
coerced into inserting an IUCD under circumstances that you know 
you probably shouldn’t or that you normally wouldn’t. 

Finally come to a LARC update or request one in your area.  
The ICGP regularly offers updates in LARC procedures - see the 
website for details.

MEDICOLEGAL 

RISK
INTRAUTERINE 
CONTRACEPTIVES

&

MISSING STRING ALGORITHM

No threads visible

Exclude pregnancy (& consider emergency contraception)

Offer additional contraception

Gently explore cervical canal (optional) 

Device located and is intrauterine

Reassure & review PRN

Strings not located

USS pelvis +/- x-ray pelvis / abdomen

Device has perforated

Refer for laparoscopic removal

Strings located 

Reassure & review PRN
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CASE STUDY

A Patient had a replacement IUS inserted under normal 
conditions but found the insertion quite uncomfortable. 
 
As this is not unusual in the post insertion period, and 
the IUS placement went smoothly, she was prescribed 
an NSAID and reassured. The patient failed to attend for 
her 6 week coil check. Some months later she attended 
again with spotting and bleeding, the threads were not 
visible and the patient was subsequently found to be 
pregnant. It emerged that the coil had perforated the 
uterus, migrated, and was retrieved from the abdomen 
at laparoscopy. 

Learning Point: a) Take all complaints of pain seriously 
and follow closely, and b) Explain to patients that they 
share in their own care and all IUCD patients should be 
offered a review or coil check within the first 3- 6 weeks 
post insertion to out rule major complications such as 
perforation or migration. Any history of pain and  
bleeding should be noted and strings visualised. It is 
prudent to note in the records that a patient was advised 
to return for check-up/ or asap if problems occur.  
c) Perforation is a recognised risk and not always as a 
result of negligence.

REF
 * “Intrauterine devices and risk of perforation: current perspectives.”  Rowland S, Oloto E, et al. 2016
Intrauterine Contraception, Clinical Effectiveness Unit Clinical Guidance, Faculty of Sexual & 
Reproductive Healthcare (FSRH), Oct 2015 https://www.fsrh.org/standards-and-guidance/current-
clinical-guidance/
The UK Medical Eligibility Criteria for Contraceptive Use - Summary Sheets. Faculty of Sexual & 
Reproductive Healthcare (FSRH), April 2016. http://www.fsrh.org/pdfs/UKMECSummarySheets2016.pdf 
Heinemann K, Reed S, Moehner S, Minh TD. Risk of uterine perforation with levonorgestrel releasing and 
copper intrauterine devices in the European Active Surveillance Study on  
Intrauterine Devices. Contraception 2015; 91:274.  
Hatcher RA, Trussell J, Stewart F, et al. Contraceptive  
Technology, 19th ed, Ardent Media, Inc., New York 2007.  
Grimes DA, Lopez LM, Schulz KF, et al. Immediate post partum  
insertion of intrauterine devices. Cochrane Database Syst  
Rev 2010; :CD003036. 
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Children

FIRST
matters for consideration
Our winter newsletter contained an article on the Children First Act 2015, which was fully 
commenced in December 2017.1 The newsletter can be found here.  Before that, GPs already had 
an ethical obligation to report a situation where a child was at risk but the obligation is now on a 
statutory footing.  By way of reminder, GPs as mandated persons under the legislation have two 
key obligations: 

I. To report the harm of children above a defined threshold to Tusla; and
II.  To assist Tusla, if requested, in assessing a concern which has been the subject of a 

mandated report. 

The Children First: National Guidance for the Protection and Welfare of Children (available on 
www.tusla.ie) should be the first port of call for GPs considering their reporting obligations.   

Deciding to Make a Mandatory Report 

GPs are required to report to Tusla any 
knowledge, belief or reasonable suspicion that 
a child has been, is being, or is at risk of being 
harmed. The guidance provides details on the 
thresholds for reports of allegations involving 
assault, emotional abuse / ill-treatment, 
neglect or sexual abuse.  

When providing care to adults and families, 
GPs should consider the impact on children of 
any parental problems such as mental health 
difficulties, intellectual disabilities, addiction or 
domestic violence. It is important to note that 
a GP is not required to judge the truth of the 
claims or the credibility of the reporter.  

In some cases, it will be clear to a GP that 
reporting obligations arise. For example, if 
a child reports to a GP that they have been 
abused, this is clearly reportable. In other 
cases it will be more problematic and a GP will 
have to use clinical judgement as to whether 
a child is at risk and whether their concerns 
should be reported.

• Historic Abuse

Where an adult discloses historical childhood 
abuse, the Children First Guidelines say 
that a report should be made as the alleged 
abuser may pose a current risk to children. 
The Medical Council Guide to Professional 
Conduct and Ethics (8th edition: 2016) refers 

to how a report should be made if the doctor 
considers there is a risk to the patient or 
anyone else.  The safest course of action 
would be to report a disclosure of historic 
abuse even if the alleged abuser cannot be 
identified or you are informed that they have 
passed away.

Sometimes, it will not be clear if a situation 
reaches the threshold for reporting to 
Tusla.  In those circumstances, the GP can 
contact Tusla on a “no-names basis” to seek 
guidance.  Our experience is that Tusla have 
provided helpful guidance to GPs in deciding 
whether a report is required.  If a formal report 
is not required at that stage, Tusla may be able 
to provide advice in relation to monitoring the 
situation or for other services that might help 
the child or family. 
 
Details of discussions with and guidance given 
by Tusla should be documented on a secure 
“risk management” file in the practice.  It is 
recommended that GPs also document their 
decision-making process carefully, recording 
the issues considered when deciding whether 
or not a report was required. This would assist 
with a GP’s recollection if a decision to report 
or not to report was ever challenged in the 
future by a family or by Tusla. Copies of any 
mandated report forms should also be kept  
on the risk management file. GPs should use 
the Tulsa Standard Report which can  
be downloaded.
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Communication with Tusla

Tusla states that once a report is made, they will 
acknowledge receipt and it may be necessary for 
Tusla to contact the reporter for further information.  
Where possible, Tusla will provide feedback 
but they have said that it is not always possible 
to inform the reporter of the outcome of their 
assessment. 

A GP may be contacted by Tusla for information 
even when they did not make a report. In these 
circumstances a GP, as a mandated person is  
still obliged to assist Tusla by giving information 
verbally or in writing, preparing a report or attending 
a meeting. 

Protections for Disclosure

So long as the report is made in good faith 
in a child’s best interests, the provision of 
reasonable and proportionate information to 
Tusla for the protection of a child is not a breach 
of confidentiality or data protection.  It is for the 
GP to decide if the information is reasonable and 
proportionate and may decide for example, to 
disclose relevant entries from a child’s records 
as opposed to an entire chart with information 
irrelevant to the investigation. 

In respect of Tulsa’s requests for information the 
Children First Act 2015 protects mandated persons 
from civil liability for sharing information, with 
Tusla at its request. The Protections for Persons 
Reporting Child Abuse Act 1998 also protects 
disclosures if they in good faith report suspected 
child abuse to a designated officer.

While the Children First Act 2015 does not impose 
any criminal sanctions for failure to comply, it is 
open to Tusla to make a complaint about a GP 
to the Medical Council and / or to report to the 
National Vetting Bureau of An Garda Síochána. If 
Tusla passes information about a GP’s failure to 
report a child protection concern to the National 
Vetting Bureau, this information could be disclosed 
to a GP’s current or future employers when he/she 
is next vetted.  

Informing the Patient / Child’s Family 

Where appropriate, a GP is to inform the child’s 
parents that they are obliged to make a report.  
However, this should not be done if it would  
put the child or the GP at risk of harm.  Also, the 
family should not be made aware of the report if  
it would affect the ability of Tusla to carry out a  
risk assessment.   

Sometimes, the patient who disclosed the risk of 
harm may not want a report to be made and it will 
be necessary to explain the obligations to them.  
GPs can encourage them to liaise with Tusla in  
their investigations.  

Child Safety Safeguarding Statement

Under the legislation, GP practices must undertake 
a risk assessment and specifically put in place 
a child safeguarding statement. This is a written 
statement that specifies the service being provided 
and the principles and procedures to be observed 
to ensure, as far as practicable, that a child availing 
of the service is safe from ‘harm’.  The existing 
policies and procedures in place in a practice may 
already cover some of the points below.  

The statement must set out the principles and 
procedures that are in place for: 

• managing any risk identified; 
•   any member of staff who is the subject of  

an investigation; 
•   the selection and recruitment of staff with regard 

to their suitability with children; 
•   the provision of child protection information, 

instruction and training to staff; 
•  reporting to Tusla; 
•   maintaining a list of mandated persons in  

the practice; 
•   appointing a relevant person to be the first  

point of contact with regard to the child 
safeguarding statement 

 
The child safeguarding statement must be 
displayed in a prominent place in the practice and 
copies must be provided to members of staff and 
if requested, to Tusla, parents and guardians.  If 
Tusla requests a copy of a GP practice’s child 
safeguarding statement and it is not provided, there 
is a risk that a non-compliance notice would be 
served.

The statement must be reviewed every two 
years. The deadline for having prepared a Child 
Safeguarding Statement was 11 March 2018 
so steps should be taken to comply with this 
requirement if not already done. 

Training for staff

It is important that a GP practice ensures its  
staff receive adequate and appropriate child welfare 
and protection information and training. Tusla 
provides an e-learning training module that covers 
recognising and reporting child protection and 
welfare concerns. The module can be found  
on the Tusla website: www.tusla.ie, where 
guidelines for drafting a child safeguarding 
statement are available. 

We in Medisec are aware of the challenges that 
GPs face with regard to the mandatory reporting 
obligations and members are encouraged to 
contact the Medisec medico legal advisory team  
on 1800 460 400 or at advisory@medisec.ie with 
any queries.

1 Our Winter newsletter can be found at https://medisec.ie/
clipart/Newsletter/Medisec-OnCall-Dec-2017.pdf
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THIRD PARTY REQUESTS 

FORTESTS
IN GENERAL PRACTICE

Sometimes a patient will arrive to the Practice Nurse with a letter or  
form from another doctor, usually a hospital consultant, requesting 
certain tests. There may be limited clinical information on the request 
form, and if there is, it may not be recorded in the patient’s record by 
the PN. 

Even if the patient arrives with a valid blood form from the hospital 
or clinic, it can be from a different jurisdiction, and a local hospital 
form may need to be completed, in which case any results will 
come back to the GP.

This is a common problem for GP practices, particularly where 
an abnormal blood test is returned, and the clinical context 
may be unclear.

Medisec suggests that a clear protocol is in place to ensure 
the GP has full knowledge of 

1. Why the tests are being ordered,
2. Who ordered the tests,
3. What is the clinical context, and 
4.  What action, if any, needs to be taken if the results are  

significantly abnormal.

This can usually be achieved by a GP seeing the patient in advance of any 
blood tests being performed.

It would be best to engage with the relevant consultant and ensure that they 
all are aware of the difficulties and reasons for establishing the policy. Often 
consultants have no idea how GP practices work and that they do not have 24 hr staff 
as in a hospital setting. 

The responsibility for the follow up of a test primarily lies with the physician who requested that test. 
However, once a GP is aware of abnormal results, then the GP has an ethical responsibility to act 
in the patient’s best interest, regardless of who ordered the test. This would include communicating 
result to the patient. 

TIGHTER PROTOCOLS ENSURE A CLEAR LINE OF RESPONSIBILITY

The entire practice staff must be aware of the protocol, from receptionist to nurse through to  
appointment secretary. This would ensure there is no ambiguity in who can request the test  
and who is responsible for the test results. 

•  To safely interpret the blood result, the GP / nurse who receives a blood test result should be  
able to determine from the clinical notes who ordered the blood test and why.
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The Medisec GP Advisory Panel is pleased to launch a new guide to Managing Third Party Investigations in 
General Practice. Every practice which provides phlebotomy services will be familiar with a patient turning 
up saying ‘My consultant told me to get a blood test’. No form, no letter, no context. Where there is a valid 
form from a consultant requesting this, the results will usually go directly back to the consultant. However, 
on occasion the practice nurse or phlebotomist will complete a form for the local lab at the behest of the 
patient’s consultant. The result may then return to the practice. Should there be any significantly abnormal 
findings it may be outside the GPs area of expertise to analyse and act on certain blood test results, and the 
consultant or their team may be uncontactable, as is so often the case. Our guide will elaborate on this theme 
and we hope you will find it useful. IN GENERAL PRACTICE

HOSPITAL REQUEST FORM

Although most hospital clinics / consultants request their own tests with results directly returning to the 
consultant / team there will be occasions where a  patient may present with a hospital blood request form 
indicating the result be sent to the ordering hospital doctor. If the GP provides this service  the GP surgery is 
simply performing a phlebotomy service. The GP practice may not be informed of the result, the follow up of 
which is primarily the responsibility of the ordering doctor. This should be recorded clearly in the patient record, 
including what tests were ordered and the patient informed of the need to follow up with the relevant  
clinic / consultant. 

Should there be a subsequent problem, such as lost bloods or abnormal results, there may still be a 
liability for the GP practice if they did not put in place measures to ensure appropriate safeguards 

were taken.

Where the patient presents with a request to take blood, without the supply of a  
hospital request form and signature of the ordering doctor from the hospital, the GP will 
receive a copy of the result and will have responsibility for any appropriate follow up.

Where bloods requested are not standard and may be unfamiliar to the GP, 
interpretation may be outside their area of expertise. In such cases the GP should 
consider referring the patient back to the consultant for the consultant to request the 
bloods directly from the laboratory.
 
Alternatively the GP can take the bloods but send the results directly to the 
ordering doctor requesting their follow up with careful documentation. The patient 
should be informed of the role of the GP. 

CASE STUDY:
 
A GP practice had a particularly difficult weekend where after many 
unanswered calls they eventually had to go out to a patient’s house on a 
Sunday due to unexpected abnormal results from a test which had been 
ordered by a consultant to be taken in the practice .  

It turned out the results were to be expected due to the patient’s clinical 
condition but the GP Practice had no way of knowing this. 

The GP practice changed their protocol after this to insist that all bloods 
performed must be requested by a GP in the practice. This meant that 
at least the GP had a context of knowing  why the bloods were being 
performed, and the GP understood their responsibilities accordingly. 
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IN GENERAL PRACTICE
CIVIL DNA TESTING 

Since the development of practical DNA testing by  
Sir Alec Jeffreys of Loughborough University in the mid-
1980s, this exciting forensic tool has become widely 
available and its practical applications have become 
relatively easy to access. The three main branches of 
DNA investigations that a General Practitioner may come 
across are:

1. Civil DNA testing;
2. Criminal DNA testing;
3. Medical & Therapeutic DNA testing.

While using some similar technologies, these three 
branches are effectively separate, and their results and 
usages are not easily interchangeable. Civil DNA testing 
normally looks at family relationships and endeavours to 
confirm or deny the existence of shared genetic material 
to establish the existence or absence of consanguinity.

The most common scenarios that GPs experience 
endeavour to examine DNA familial relationships to 
establish and confirm paternity (the big one), sibling 
relationships, adopted persons endeavouring to establish 
their natural family and to establish connections in the 
event of a disputed will. There are a number of other 
situations that may arise as there is no limit to human 
ingenuity’s ability to establish complicated relationships!

For many years doctors, lawyers and geneticists in 
Ireland were constrained by the rather vague stipulations 
contained in the Status of Children Act 1987. Many of 
the outdated contents of this act were addressed in the 
Children and Family Relationships Act 2015 and further 
changes may come into effect when the Human Tissues 
Bill 2017 comes into law. Much of the better quality civil 

Dr Stephen Murphy,
General Practitioner with  
special interest in DNA
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DNA testing is performed in the UK and therefore the testing 
laboratory, and by extension the sampler, may have to follow 
the regulations contained in the UK’s Human Tissue Act 
2004. In my view, any doctor performing DNA tests should be 
familiar and conform to the requirements of these important 
pieces of legislation.

When arranging or performing a DNA test it is absolutely 
critical to ensure that valid and informed consent is 
obtained, particularly if one of the subjects is aged under 
16 years of age. It is imperative that the sampling doctor 
can demonstrate that valid consent was obtained but also, 
that the ‘best interest(s) of the child’, were given appropriate 
consideration.

So-called ‘curiosity testing’ is widely advertised on the 
Internet and is available for a relatively modest price. I would 
advise any doctor contemplating sampling in this scenario to 
exercise extreme caution as this is a situation where proper 
consent may not be forthcoming. In addition, the quality 
of DNA analysis from often unregulated laboratories, may 
be questionable. By following well-established ‘Rules of 
Evidence’ and normal consent processes at all steps in the 
testing, the sampling doctor should be able to derive comfort 
from that practice.

The Department of Justice and other government agencies, 
together with solicitors specialising in immigration law may 
seek DNA testing to establish familial relationships before 
granting Irish citizenship to extended members of a family. 

Often, one or more of the parties to be tested may not be 
personally known to the tester. This can introduce difficulties 
with identification. Photographic identification is mandatory 
in any testing scenario and if the testing subjects can be 
accompanied by their solicitor to confirm their identities,  
the tester’s responsibilities should be adequately covered.  
To provide an extra layer of certainty, it is my normal practice 
to photograph (with a time and date stamp incorporated) 
each and every person for whom I perform testing.

Each testing laboratory should have their own detailed 
and comprehensive application form together with entries 
to provide the necessary consents. I would counsel that 
these should be carefully completed and that no step in the 
process should be left uncompleted or glossed over.  
The tester should ensure that copies of supplied 
documentation (passport, driving licence, Garda identity, 
Social Protection cards etc) should all be taken and safely 
stored. Meticulous recording of dates and times of testing 
and sample dispatch should all be kept.

It is important to maintain personal control of the testing 
environment at all times. Try to ensure that all testing 
materials are either delivered or supplied by the tester 
and not proffered on the day of testing by the individuals 
concerned. Always ensure that the tester is in control of 
the dispatch of the samples to the laboratory. Although 
expensive, my preference is always for a ‘tracked courier 
service’ as it may be important to be able to establish a 
‘chain of custody’ of the samples if a dispute arises.  
Never allow the samples to be dispatched by any of the 
testing subjects as to so do could easily invalidate the results.

The website www.treoir.ie offers good advice for  
parents who, for example, may not be married and are 
seeking a DNA test.

Finally, I often explain to medical colleagues that DNA testing, 
while not particularly difficult to do, is easy to get wrong.  
The legal profession and the judiciary, quite rightly, expect 
high standards from doctors providing a DNA testing service 
and if one is careful, conscientious and disciplined, it is a 
valuable facility that can provide the public with good quality 
forensic analysis to answer important relationship questions.

Dr Stephen Murphy runs a DNA paternity testing service.  
See www.paternity.ie
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The Winter 2017 edition of On-Call included a general 
overview of the GDPR and its implications. That 
overview and a suite of template documents are 
available on our website. This article deals with 
a number of frequently asked questions arising 
under the GDPR.  

WHAT LAWFUL BASIS AM I RELYING ON TO PROCESS DATA IN 
GENERAL PRACTICE?

The GDPR applies to two categories of information:
 
1.  Personal data - any information relating to an identified or 

identifiable living individual. It does not include information 
about deceased persons or legal entities.  

2.  Special category personal data – i.e. more sensitive 
personal data and it includes data concerning health.  
It includes personal data relating to a living individual’s 
physical or mental health and data which reveals 
something about that individual’s health status. 

Providing safe and appropriate medical care will involve 
collecting and processing both personal data and special 
category personal data. It is important to prepare an inventory 
of data processed in the practice and doing this involves 
identifying the lawful basis for each processing activity.

Under GDPR, to process data lawfully, a Data Controller must 
show that the processing was necessary on a lawful basis.  
GDPR provides several different lawful bases for processing 
personal data and special category personal data.  It is 
important to consider all the lawful bases which are available 
by familiarising yourself with the terms of the GDPR1 and to 
choose the most appropriate basis to rely on. 

The following are the lawful bases likely to be primarily relied 
on by practitioners to justify processing data for the purposes 
of providing medical care in general practice:

PERSONAL DATA  Article 6.1 (c)  Processing is necessary for compliance with a legal obligation to which the Data 
Controller is subject. You can rely on this lawful basis if you need to process the 
personal data to comply with a common law or statutory obligation.  It does not 
include contractual obligations.

    Article 6.1 (d)  Processing is necessary in order to protect the vital interests of the data subject 
or of another natural person.  You are likely to be able to rely on vital interests as 
your lawful basis if you need to process the personal data to protect someone’s 
life in an urgent situation. 
 
The processing must be necessary. If you can reasonably protect the person’s 
vital interests in another less intrusive way, this basis will not apply. You cannot 
rely on vital interests for health data or other special category data if the 
individual is capable of giving consent, even if they refuse their consent.

SPECIAL  
CATEGORY  
PERSONAL DATA,  
WHICH INCLUDES  
DATA CONCERNING  
HEALTH

    Article 9.2 (h)  Processing is necessary for the purposes of preventive or occupational 
medicine, for the assessment of the working capacity of the employee, medical 
diagnosis, the provision of health or social care or treatment or the management 
of the health or social care systems and services on the basis of Union or 
Member State law or pursuant to contract with a health professional  and 
subject to the conditions and safeguards referred to in [Article 9.3 GDPR].

    Article 9.2 (c)  Processing is necessary in order to protect the vital interests of the data  
subject or of another natural person.  You are likely to be able to rely on vital 
interests as your lawful basis if you need to process the personal data to protect 
someone’s life in an urgent situation. (See the commentary above re Article 
6.1(d) for more detail).

    Article 9.2 (i)  Processing is necessary for reasons of public health
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DATA PROTECTION OFFICERS 

Does our practice need a DPO?
GDPR says that where a Data Controller’s core activities 
involve large scale processing of special categories of 
data, they shall appoint a Data Protection Officer (“DPO”).  
Therefore, in certain circumstances, having a DPO is 
mandatory. It is always open to a Data Controller to appoint a 
DPO on a voluntary basis. 

The core activity of a GP practice is to provide healthcare.  
However, a GP practice cannot provide healthcare safely 
and effectively without processing health data, such as 
patients’ records which are special category data. Therefore, 
processing health data is linked to the practice’s core activity 
and if it were on this criterion alone, a GP practice must 
appoint a DPO.

However, GDPR also refers to “large scale”. It is not clear 
what the threshold for “large scale” is. Guidance issued by 
the Article 29 Working Party confirms that a hospital must 
appoint a DPO but that an individual Physician, for example, 
need not. 

If your practice is large enough to warrant the appointment  
of a practice manager, it seems to us that a DPO may  
be indicated. A practice with multiple GPs and practice  
sites may also need to appoint a DPO. Practitioners 
may wish to seek guidance from the Data Protection 
Commissioner’s Office and while the appointment of a DPO 
may not be obligatory we see it is as an advantage.  

The practice must abide by Data Protection legislation and 
may face serious potential consequences for failing to do 
so.  A DPO will play a key role in fostering data protection 
awareness within the practice.  If faced with a data breach, 
a complaint to or data audit by the DPC, civil proceedings 
or Medical Council complaint, having appointed a DPO 
may assist to show that the practice took its data protection 
obligations seriously.  

Appointment
GDPR requires the Data controller to publish the contact 
details of an appointed DPO and to communicate the contact 
details to the DPC.  This is to ensure that data subjects and 
the DPC can easily and confidentially contact the DPO. 
GDPR does not require that the published contact details 
should include the name of the DPO.  

Role
The DPO has to be involved in all issues which relate to data 
protection and must be supported and resourced in carrying 
out the role and maintaining his/her expertise.  This means 
that a DPO should have adequate and appropriate training 
and should keep his/her knowledge up to date.  The DPO will 
carry out his/her role independently and report to the highest 
level of management. 

Personal liability? 
Under GDPR, the responsibility for and obligation to prove 
compliance rests with the Data Controller, not the DPO.  The 
DPO cannot be dismissed or penalised by the Data Controller 
for carrying out his / her duties.  

AGE OF CONSENT TO MEDICAL TREATMENT AND TO PROCESSING OF 
PERSONAL DATA 

Consent to treatment
GDPR does not affect the legal age at which patients can 
consent to medical treatment2. A minor aged 16 can consent 

to medical treatment . Patients over 18 are entitled to 
consent to psychiatric treatment3, organ or tissue donation or 
participation in medical research. 

PPS NUMBERS AND GDPR

Is the practice entitled to ask for and keep PPS numbers?
 
Entities such as the Department of Social Protection or the 
HSE are permitted to seek the PPSN when providing certain 
services which are listed in the Social Welfare Acts.  Some 
examples of the services include the Drug Payment Scheme, 
Long Term Illness Scheme, Diabetic Screening, Cervical 
Smear Screening etc. A GP will need a patient’s PPSN to 
complete some of the necessary paperwork on their behalf. 

Any processing of personal data must be necessary.  It is not 
appropriate to request a patient’s PPSN as a routine part of 
patient registration, or on a “just in case basis”.  A patient’s 
PPS number should only be requested when required and 
only be used for the specified and explicit purpose for which 
informed consent was obtained.  

For so long as the requirement to know the PPS number 
continues, a GP is justified in capturing and holding this 
information on practice software system, which must be 
appropriately secured.  

It is advisable to have a system in place which prompts 
you to review at regular intervals whether it continues to 
be appropriate to hold a PPS number and if not, to act 
accordingly.  Use of a PPSN beyond what is required by the 
HSE may expose a GP to legal action under Social Welfare 
legislation and/or GDPR.

SCOPE OF MEDISEC PROFESSIONAL INDEMNITY COVER FOR 
BREACHES OF GDPR 

Allianz and Medisec are satisfied that, subject to the terms 
and conditions of the Medisec master professional indemnity 
policy, underwritten by Allianz plc, there is scope for cover 
under the definition of Malpractice for potential exposure 
for breaches of GDPR in respect of “unauthorised use of 
confidential information of a patient of the Practice or other 
breach of professional confidentiality in respect of a patient of 
the Practice.”

However, we would point out Exclusion 20 in the Policy. 
“Liability caused by or arising from the loss or alternation 
of or damage to or reduction in the functionality, availability 
or operation of a computer-system, hardware, programme, 
software, data, information-repository microchip- integrated 
circuit or similar device in computer-equipment or non-
computer-equipment that results from the malicious or 
negligent transfer (electronic or otherwise) of a computer-
programme that contains any malicious or damaging code 
including but not limited to computer-virus worm logic-bomb 
or trojan-horse”.

In view of the above exclusion, members are advised to 
consult with their insurance brokers and IT and legal advisors 
and to take advice in relation to whether they require separate 
indemnity cover for potential cyber liability exposure. 

1 The Data Protection Commissioner of Ireland and the Information Commissioner 
in the UK both have helpful explanatory guidance on their respective websites. The 
ICGP has also published “Processing of Patient Personal Data: A Guideline for General 
Practitioners”.
2 Section 23 of the Non-Fatal Offences against the Person Act 1997 
3 The Mental Health Act 2001
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OF ATTENDING COURT
THE PRICE

For some doctors, a medico-legal practice is a source of 
welcome fee income, but for many busy practitioners, it can 
have a very disruptive effect on their practice.  

The following is for general guidance only. For the most part, 
the comments below relate to personal injuries litigation in the 
Circuit Court and the High Court. There are endless nuances 
and a comprehensive paper addressing all possibilities would 
run to hundreds of pages. 

1. FEE FOR MEDICO-LEGAL REPORT 

There are no agreed scales. In part, this is because of 
competition law.  The Law Society brokered an agreement 
between the Irish Insurance Federation and the Irish Hospital 
Consultants Association (the IMO was not party to the 
arrangement) some years ago but this was abandoned due 
to competition legislation considerations. Also, not all reports 
are equal. In addition, the amounts can vary depending on 
Court jurisdiction / geographical area.

The fee for the medical report must be a reasonable one 
reflecting its importance, length, complexity and any other 
relevant factors. Doctors must, however, take cognisance 
of their ethical duty to provide such a report at a reasonable 
cost, taking account of what their colleagues consider to be 
reasonable and what the Taxing Masters / County Registrars 
(the relevant court officers who assess costs) regard as 
reasonable.

The best that can be done is to indicate the level of fee for 
a normal GP report on condition and prognosis which is 
regarded as acceptable by the courts: 

First report - €350

Subsequent reports - €275 

2. WHO IS RESPONSIBLE FOR THE FEE?

The client i.e. the patient. 

There is no obligation on a solicitor to fund a client’s case. 
A solicitor requesting such a report does so as agent for a 
disclosed principal. Therefore, liability for the fee rests with 
the client. Usually if a plaintiff is successful in their action 
or if the case is settled, costs (including report fees, court 
attendance fees and standby fees) are negotiated between 
the parties and any shortfall is payable by the 
client.  In a small minority of cases, if 
agreement cannot be reached, the 
Taxing Master / County Registrar 
adjudicates on the fees that 
should be recovered. 

If a solicitor gives an 
undertaking to be 
responsible for the fee, 
then the solicitor is 
committed to doing so. 

3. HOW CAN A DOCTOR 
ENSURE PAYMENT?

Many doctors send 
a fee note seeking 
prior payment, before 
releasing their report.  
This works well. We 
have heard that in very 
rare instances, patients 
have made requests for their 
records under Data Protection, 
as a means of obtaining a 
copy of the report which has 
been bespoken, but without making 
payment. Any such approach is not 
one which would have the support of solicitors. If a 
GP receives such a request, it would be difficult to argue 
that a copy of the report should be omitted once a valid 
data access request is made, as the report will contain the 
patient’s personal data.  

4. WHAT NOTICE OF A COURT HEARING MUST BE PROVIDED?

It is not uncommon for doctors to complain of being 
given inadequate notice of being required to attend court. 
Sometimes this is unavoidable.  The legal requirement is 
reasonable notice, which in practice is taken as a couple  
of days or so.  This can often be unrealistic, especially if 
locum arrangements have to be made. We understand  
that GP locum cover can be difficult to secure, especially  
at short notice.  

Eamon Harrington 
Partner Comyn Kelleher Tobin, 
Medisec Panel Solicitors

24



At Medisec we often receive queries from members about their obligations to provide 
medico-legal reports, attend court and the fees they can charge for such reports and 
attending or being on standby for Court. We asked Eamon Harrington, partner in 
Comyn Kelleher Tobin, one of our panel law firms, for his views.    

The Law Society always encourages solicitors to respect 
the demands on doctors and says it is important to be 
aware of the important function that the medical profession 
performs in society and, therefore, every effort should be 
made to accommodate medical practitioners in standby and 
attendance arrangements.  

However, there are certain circumstances in which it will 
not be possible to reach an agreement with respect to 
attendance in court and on such occasions, in the event that 
a medical practitioner refuses to attend, or refuses to confirm 

that he or she will attend, a subpoena may be 
served. On these occasions, a medical 

practitioner is entitled to the usual 
attendance fee as would be payable 

if a Taxing Master / County 
Registrar was to adjudicate 

on the fees. Solicitors need 
to be mindful of their duty 

to their clients to have 
all necessary witnesses 
present at the hearing of 
the action. Ultimately, 
although not desirable, 
it may be necessary 
for the solicitor to 
subpoena the doctor if 
there is any doubt as to 
whether the doctor will 
be in attendance.

5. FEES FOR COURT 
ATTENDANCE AND STANDBY/ 

LOCUM

The following are figures we 
see recovered, in most cases:

Standby €300
Attendance €950

Locum - nil 

The position regarding locum cover is that the court will allow 
the cost of a professional medical witness attending. It is 
generally assumed that a locum will generate income for the 
practice, in any event, and that there is sufficient payment 
in the attendance fee for the doctor who attends court to 
cover any shortfall. We understand that where locum cover is 
arranged but not required, the cost is sometimes payable by 
the GP.  If this is the case, a GP should confirm this in writing 
to the solicitor requesting their attendance.  

In factoring what will be allowed as fees for an expert witness 
who attends court, regard is had by the court to what is fair 
and reasonable as between the parties. Arguments can be 
made in individual cases that the fees allowed by the court 

are simply inadequate, but it is very difficult to persuade the 
relevant court officers to move off the norms which apply. 

6. OBLIGATION TO PROVIDE REPORTS

There is a clear obligation for doctors, under the 8th edition 
of the Medical Council’s Guide to Professional Conduct and 
Ethics, to provide a report within a reasonable timeframe. See 
below, especially paragraph 40.4. 

40.1 You should prepare or deliver reports with the patient’s 
consent. Reports should be specific to the episode for 
which the report has been requested. If the report relates to 
the patient’s current state of health, you should carry out an 
up-to-date examination where appropriate.

40.2 Reports must be relevant, factual, accurate and 
not misleading. Their content must not be influenced by 
financial or other inducements or pressures.

40.3 You should provide reports promptly so that the patient 
does not suffer any disadvantage.

40.4 You are entitled to request a professional fee for 
providing a report. The time and amount of the payment is 
generally a matter between you and the person or agency 
that requested
the report. You must not negotiate your fee based on the 
outcome of litigation.

40.5 If you are asked to conduct an examination and give 
the results to a third party such as an insurance company, 
employer or legal representative, you should explain 
to the patient that you have a duty to the third party as 
well as to the patient, and that you cannot keep relevant 
information out of the report. You should be satisfied that 
the patient understands the scope and purpose of the 
examination, and has given their consent to the examination 
and the preparation of the report. You should apply the 
same standard of professionalism to conducting these 
examinations and preparing these reports as you apply to 
the care and treatment of patients.

The same ethical standards apply to court attendance and 
apart from being compellable on foot of a Subpoena, if they 
are required, doctors are generally expected to attend court 
so that their patient does not suffer any disadvantage.  

We appreciate that these obligations can pose a significant 
burden on busy GPs and we recommend keeping the lines 
of communication open with patients’ solicitors to agree 
as much as possible in relation to fees, availability and 
attendance.  

If you have any specific queries relating to any of the above, 
please contact Medisec.
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A recent High Court Decision1 of 21st February 2018 has clarified the test to be applied as to the circumstances in which 
patient confidentiality can be breached. In that case the Child and Family Agency (CFA) applied to the High Court for an Order 
permitting the CFA to notify a 17 year old girl “B” of the HIV status of a 17 year old boy, “A”.  The CFA believed that A and B 
were in a sexual relationship but this was denied by A and B. 

In its first decision of its kind in Ireland, the Court concluded that the CFA failed to establish on the 
balance of probabilities that A was in a sexual relationship with B, let alone that they were not 

practising safe sex. On this basis, this Court found that there was no risk to B of her contracting 
HIV and so no basis for the breach of patient confidentiality.

WHEN CAN CONFIDENTIALITY BE BREACHED? 

 The High Court determined that the appropriate test to apply is whether;-

On the balance of probabilities, the failure to breach patient confidentiality 
creates a significant risk of death or very serious harm to an innocent  
third party.     

This test will undoubtedly be helpful in assisting GPs in striking a 
balance between patient confidentiality and the safety of third parties.  

HIV AS A SERIOUS RISK 

The Court noted that on the basis of medical evidence, the 
contracting of HIV, although a significant condition, is no 

longer a terminal condition but rather a chronic and lifelong 
condition that can be managed and placed a significant 

emphasis on this finding.  

The Court found that “the risk is not life threatening 
and the public interest in ensuring that patients have 
full confidence that their doctors will not disclose 
their medical condition to third parties overrides 
the interest in seeking to prevent one individual 
contracting a disease of this seriousness.”  

Accordingly, the Court concluded that in this 
particular case, contracting HIV is not a “very serious 

harm” to justify a breach of patient confidentiality. In 
addition, on the facts of this particular case, there was 

not a “significant risk” of that harm occurring.

This decision re-emphasises the very high threshold for 
breaching patient confidentiality as enshrined in the Medical 
Council Guidelines.  

Where a GP has concerns in relation to breaching 
confidentiality and making a disclosure of information or 
records without consent,  the advice for all doctors is to 
proceed with caution and if in any doubt, contact Medisec  
for assistance.

1 The Child and Family Agency -v- A.A. & anor [2018] IEHC 112

HIGH COURT RULES 
TEENAGER’S HIV STATUS 
NEED NOT BE DISCLOSED
by Alison Kelleher,
Partner, Comyn Kelleher Tobin, Medisec Panel Solicitors
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NEW MEDISEC POSTER 
REPEAT PRESCRIBING

Medication Errors
Medication errors are a frequent cause of complaints 
and claims against GPs. It is estimated that almost 
20% of claims in Medisec involve some aspect of 
prescribing. Many of these errors can be attributed 
to a failure to have a firm protocol within the practice 
for avoiding inaccuracies and mistakes in prescribing. 
However, simply having a robust protocol is not a 
complete solution. Even the best protocols are of no 
benefit if they are not followed!

Not ‘Just the Usual Tablets, Doctor!’
A typical situation where error can arise, that we see 
in Medisec, is when the patient requests  
a prescription in a hurry, asks for additional items 
not usually on their repeat list, and perhaps defaults 
from their routine monitoring if on long term toxic 
medication.  

It Will Only Take a Minute – Wrong!
Repeat prescriptions are time consuming. The task 
of signing them should be undertaken in protected 
time, with access to the computer so that it is easy 
to check the patient record quickly, if needed. How 
many of us sign repeat prescriptions at lunchtime 
over a sandwich?  Mayonnaise on a prescription 
does not instil confidence in the GP!  

Patient Collaboration
Engaging well with the patient regarding their  
medications and any potential side effects, explaining 
the reasons for necessary ongoing monitoring, and 
regular medication review can significantly reduce the 
risk of inappropriate prescribing. 

Remember that the patient may well forget the 
instructions you gave a year ago when commencing 
them on their Lithium or their DMARD, so a recap of 
advice every now and then is reasonable. 

Adverse Events
Failure to monitor toxic medications and overlooking 
potential drug interactions, allergies and clinical 
contraindications to a drug are all frequent causes of 
adverse events in General Practice. 

In order to help you reduce your level of risk,  
Medisec has produced another poster for your 
waiting room, reminding patients that it does 
take time to prepare their prescriptions safely, 
and encouraging patients to request their repeat 
medications with adequate notice.

We hope it will also remind our members to 
appreciate that signing repeat prescriptions is one of 
the most important tasks of the day.  

See Medisec’s protocol on repeat prescribing https://
medisec.ie/Medical-Indemnity-Insurance-Cover/
Repeat-Prescribing. Medisec members can also visit 
the Medisec online self-assessment tool on repeat 
prescribing in the members section of Medisec.ie

TO ORDER A FREE POSTER FOR YOUR SURGERY OR A MEDISEC PATIENT INFORMATION 
LEAFLET PLEASE EMAIL INFO@MEDISEC.IE OR CALL US ON 01 6610504 27



GP CONSULTATION CAPACITY

Medisec GP Advisory panel recently discussed what a safe 
level of consultation would be in order to keep risk to a 
minimum. It was considered that in view of the differing types 
of practices, the varying complexity of patient profiles and 
the different levels of GP experience, that it would be almost 
impossible to suggest a maximum number of patients to be 
seen in a day. Added to this mix would be the incidence of 
influenza epidemics and other seasonal minor illnesses which 
increase consultation rates. It was suggested that the GPs 
themselves were the best placed to be the arbiters of a safe 
level of consulting. Medisec thus recommends that members 
should endeavour to ensure that their workload (both clinical 
and  administrative) does not impinge on their ability to 
provide safe patient care, while being mindful of their duty of 
care, especially in emergency situations.

LETTERS FOR XRAY IMAGING  DECLARING THAT A 
PATIENT IS NOT PREGNANT

Some members have contacted Medisec as they have been 
requested by imaging departments around the country to 
provide a letter to patients scheduled for xray declaring that 
they are not pregnant. It is the view of Medisec that a GP 
cannot, with any confidence, declare that a patient is not 
pregnant in these circumstances. 
 
A significant time lapse may occur between when the  
patient is seen and the xray ordered, and when the  
investigation actually takes place. A negative pregnancy  
test may be undertaken too early in the pregnancy to be 
positive. Medisec would caution members against making 
such a declaration.

LOCUMS 

Medisec would like to remind members when employing 
locums to check that they have adequate Medical Indemnity 
Insurance, and that the employer has sight of the certificate 
of insurance.

It is of equal importance to check that the indemnity cover 
is adequate for the number of sessions worked, to include 
sessions performed in other practices. It is of course a given 
that the employer has sight of up to date and valid evidence 
of full registration with the Irish Medical Council. If employing 
a locum through an agency, do not assume that this has 
been checked. 

Members undertaking locum work should also be cognisant 
of this.

REGISTER OF RECORDS DESTROYED AFTER  
RETENTION PERIOD

Healthcare records which have reached their official retention 
period, should be reviewed under the criteria issued by 
the HSE to check if they should be destroyed. If records 
are to be disposed of, it is vital to do this in a way which 
maintains the confidentiality of the records. According to the 
HSE guidance, a register of records destroyed should be 
maintained as proof that the record no longer exists.

The register should show:
•  name of the file
•  former location of file
•  date of destruction
•  Who gave the authority to destroy the records.

For healthcare records, the register of records destroyed 
should also include:
•  healthcare record number;
•  surname;
•  first name;
•  address;
•  date of birth

QUICK TIPS
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SUGGESTIONS FOR AUDIT 

Consider exploring the Audits available on the Medisec 
Website. These are available to all members The current 
modules include:

1. Safety in the Practice
2. Data protection
3. Prescribing
4. Hygiene in the Practice

Another suggestion is a medication audit, which is very 
straightforward. Most software systems will extract 
information bringing up lists of patients who are on certain 
drugs. Consider reducing your risk by extracting one of the 
more troublesome medications we have included below:

Sodium Valproate: Extract records of all your female  
patients on Sodium Valproate and ensure that all who are 
of child bearing age have been informed for the risks of 
Valproate in Pregnancy.
https://www.epilepsy.org.uk/news/news/almost-one-fifth-
women-taking-sodium-valproate-epilepsy-still-not-aware-
risks-pregnancy 

Nitrofurantoin: Extract records of all your patients on long 
term prophylactic Nitrofurantoin and call in to warn and 
screen for pulmonary fibrosis.
https://www.ncbi.nlm.nih.gov/pmc/articles/PMC2408600/

Methotrexate: Ensure all patients are on correct dosages, 
have up to date bloods done and are all on Folic Acid. Ensure 
all are on 2.5 mg tablets, not 10 mg and are on weekly, not 
daily dosages. Have all patients been warned to look out for 
signs of neutropenia? See https://www.hse.ie/eng/services/
publications/clinical-strategy-and-programmes/oral-metho

Lithium: When did your patients last have their Lithium 
levels checked? Before starting treatment with Lithium, renal 
function, cardiac function and thyroid function should be 
evaluated. Patients should be euthyroid before initiation of 
lithium therapy. Lithium therapy is contraindicated in patients 
with severe renal insufficiency or cardiac insufficiency (see 
section 4.3).

Renal, cardiac and thyroid functions should be re-assessed 
regularly during treatment with lithium.
•  Several sources suggest that monitoring of serum lithium 

levels should normally occur every 3 months once a 
patient is stabilised, and  thyroid and renal function tests 
should be undertaken every 6 months, and more often if 
there is evidence of impaired renal function.

See http://www.medicines.ie/medicine/12075/SPC/
Priadel+400mg+Prolonged+Release+Tablets/#CLINICAL_
PRECAUTIONS 

      RED ALERT
CAUDA EQUINA
Members will be aware of the urgency of referral in 
possible cauda equina cases.

It is a regular cause of concern when a patient is 
diagnosed with Cauda Equina and the GP has had some 
involvement along the line. There may have been no 
clinical indications of Cauda Equina Syndrome when seen 
by the GP. 

Where a patient is seen by a GP with back or sciatic pain, 
and subsequently develops Cauda Equina, it is of great 
protection if the GP has recorded that they enquired of the 
patient whether

a)  They had any loss of sensation or paraesthesia in the 
‘saddle region’ around the perineal, scrotal or vulval/ 
vaginal area.

b)  They had any urinary disturbance such as intermittency, 
hesitancy or enuresis

c)  Had any fecal incontinence or ‘loss of control’ of bowel 
function or other bowel disturbance

Where these symptoms are absent it is helpful if it is also 
recorded that the patient was warned to report urgently if  
any of the above symptoms were to appear.
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QUICK TIPS
NEW GUIDELINES FOR  
BENZODIAZEPINE PRESCRIBING
A  comprehensive guide to benzodiazepine prescribing is 
now available to all Irish GPs. This publication from Professor 
Michael Barry of the Medicines Management Programme 
gives up to date and practical information on benzodiazepines 
and their use in general practice. 

Entitled ‘Guidance on Appropriate Prescribing of 
Benzodiazepines and Z-drugs (BZRA) in the Treatment of 
Anxiety and Insomnia’, this publication from the Medicines 
Management Programme was released in February 2018. 

One memorable statistic quoted in this publication is that 
Benzodiazepines were the most common prescription group 
implicated in poisoning deaths, and that  Diazepam was the 
most common single prescription drug, implicated in 115 
(32%), of all poisoning deaths.

The guide gives information on the various benzodiazepines 
and z drugs, gives practical advice on prescribing and 
reducing dependency, as well as providing useful patient 
information leaflets and handouts. 

The document addresses issues of misuse, dependency, 
diversion, driving impairment, morbidity and mortality related 
overdose. It looks at the management of withdrawal and 
tolerance and how to manage these difficult clinical scenarios.
It also provides very helpful guides for patients regarding 
sleep hygiene and alternatives to hypnotics. The new 
guidelines for prescribing schedule 4 drugs are clarified in a 
simple table which is a useful resource, especially for those 
GPs who do not regularly prescribe these drugs.

We are reminded to counsel all our patients that these drugs 
may impair their driving and could possibly lead to  
a conviction. 

There is a table illustrating  a stepwise approach to the non 
pharma options in the management of generalised anxiety 
disorder (GAD), and further reminding prescribers that SSRIs 
are still the pharmacological treatment of choice in GAD.

In summary this excellent document provides the GP  
with robust prescribing guidelines and assists in drawing  
up a good practice protocol that all practice members  
can follow. It helps patients understand why it is important  
to reduce and discontinue these medications. The document 
is not only directed at GPs but also hospital doctors, so 
hopefully this will provide a consensus on the management  
of our shared patients into the future. 

Some key points from the publication are shared below:

Practice Points: 
•  Counsel patients that their ability to drive safely may be 

reduced by BZRA.
•  MMP recommends selective serotonin reuptake Inhibitors 

(SSRIs) as first-line pharmacological treatment for 
generalised anxiety disorder (GAD).

•  MMP recommends benzodiazepines should be prescribed 
for the shortest possible duration and to a maximum period 
of two to four weeks for the treatment of anxiety.

•  MMP recommends ‘The Good Sleep Guide’ as a first-line 
treatment for insomnia in new patients.

•  Avoid long-acting benzodiazepine hypnotics. • Zolpidem 
should only be prescribed for patients with sleep onset 
insomnia. 

•  The MMP recommends that BZRA should only be 
prescribed for a period of a few days to two weeks  
for insomnia.

• The MMP recommends that prescribers: 
 1.  Carry out a documented review of BZRA  

prescriptions regularly. 
 2.  Inform patients of the risk of dependency with long-term 

use of BZRA (record in notes)
• There are two approaches to deprescribing of BRZA:
 i. Withdraw slowly from current BZRA
 ii.  Switch patients on a BZRA to an equivalent dose of a 

long-acting slowly-metabolised benzodiazepine which is 
slowly tapered down (e.g. diazepam).

The guide is available online at 
https://www.hse.ie/eng/about/who/cspd/ncps/
medicines-management/bzra-for-anxiety-insomnia/
bzraguidancemmpfeb18.pdf  and Medisec encourages 
members to explore the publication and consider adopting 
some of the advice therein.
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ONLINE RISK SELF
ASSESSMENTS

Medisec offers an online practice audit 
service for members. 

Medisec Online Risk Self Assessments 
might be just what you are looking for with 
regard to reducing exposure to risk in the 
practice, while at the same time fulfilling 
your obligation for the audit element of 
your Professional Competence Scheme. 
Undertaking a clinical or practice audit is 
the key PCS requirements and can be one 
of the most challenging elements of the 
PCS scheme to complete. 

The online Audit can be found via  
the members’ section of our Medisec 
website, and there are topics relating to 
Prescribing, Health and Safety, Hygiene 
and Data Protection. We hope to add to 
these on a regular basis and update  
them continuously.

The results of the audit will be confidential 
to you. You can undertake one or many 
of these audits, but once an audit is 
completed, you cannot undertake the 
same audit for PCS purposes within the 
next five years. 

These audits, once completed, will return 
a score for your information only. The 
objective on re-audit is for ‘closing the 
loop’, the hope would be that your score 
would improve after some corrections 
have been undertaken in the practice. 
For an audit to fulfil Medical Council 
guidelines, it should represent 12 hours of 
work, including for example the time taken 
to prepare and put any changes in place 
and practice meetings  
to inform staff. 

For further information please log on to the members’ 
section of our website medisec.ie, contact us by email 
on info@medisec.ie or telephone 01-6610504.
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TIME OUT!REDUCING  
STRESS IN  
GENERAL  
PRACTICE

In 2018, it can seem as if we have no control over our work in 
general practice. Before we arrive on the premises the pressure 
has started, correspondence from yesterday, today’s list of tasks on 
the computer screen, patients’ requests for telephone advice, test 
results, prescriptions to be checked and signed, correspondence to 
scrutinise and act upon or sign off. Clinic starts and the cycle repeats 
itself at lunchtime…if you have lunchtime...you decide!

You can take back a sense of control by looking at  
the areas of work that you can control,  
and doing something positive about these  
areas. If you don’t do this you will be  
more prone to exhaustion and  
that can lead to burnout. 
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TIME OUT!REDUCING  
STRESS IN  
GENERAL  
PRACTICE

Dr Andrée Rochfort,
General Practitioner, Director of Quality Improvement & 

Doctors Health in Practice Programme, ICGP

Here are some suggestions:
1. BOOK YOUR OWN APPOINTMENTS FOR YOUR ACTIVITIES OR TIME OUT - AND KEEP THEM
We are so busy serving the practice appointment system and putting other work tasks into the surrounding hours (early 
mornings, lunchtimes, evenings, weekends) that we fail to schedule our own time for living. If we do not schedule and turn 
up for events such as family activities, exercise or fun, then it is all too easy for work related tasks to soak up the week, and 
you will lose those opportunities. We all have 168 hours in a week – you have control of the majority of these hours. If you 
have lost control here, put effort into to regaining it. Time is precious, so plan to use it wisely rather than being 100% led by 
the demands on you.  

2. IT GOES BOTH WAYS
Connect meaningfully with the people who matter most to you, at specific times during your week, not just in passing. All 
relationships - parents, children, siblings, friends, colleagues, non-medical friends - need effort and nurturing.  Just as you 
invest time and energy into the lives of your patients, you also need to do the same for important people in your personal 
life. It is not reasonable to expect one way support.

3. MIND YOUR BODY (NOBODY ELSE CAN DO THIS FOR YOU!)
Don’t assume you are doing alright; you are so busy you might not notice. Check your sleep, hygiene, diet and other ways 
of improving your lifestyle. Many of us overestimate the amount of physical activity we actually do, so add movement to 
activities such as walking on the spot while waiting for something to download, stretch while you are on the telephone, put 

pep into your step by walking faster over short distances. When is the last time you visited your GP for a medical review? 
Listen out for your symptoms and act on them if you have a concern.

4. SUSTAINABLE ENERGY
Take a critical look at things that drain you of your energy. Some people habitually offload their negative energy 
on you. Venting has its place, but no matter which one of you is venting, agree with those involved that seeking 
solutions or improvements must be built in to venting. Can you delegate a dreaded or taxing task to someone 
else at work? Find a key person and train them to be familiar with how you like to respond to requests. 

5. DELEGATE CHORES OR TIRING AND REPETITIVE TASKS 
This might seem obvious, but it is worth reviewing every so often throughout the year. Some people find 
decluttering, gardening, laundry and cooking to be stress busting activities. If you don’t then pay or barter with 
someone else to do it. Pool resources with other people to transport children to their activities, or you to yours, like 

the drive to CME/CPD.

6. IMPROVE YOUR CHANCES OF MAKING SUCCESSFUL CHANGES
If you want to improve things then something has to change. Pause to consider how you can change something 

effectively and make best use of the resources available. Drastic changes need planning, massive energy, time and 
commitment to completion.  Little steps are often the most practical way to sustain an improvement. Sit down, draw up 
a list of personal goals, check to ensure they are realistic (ask a friend to help) and pick one or two to act on, no more, to 
ensure you have a realistic chance of implementing it. 

7. RELAX WITHOUT GUILT
Long hours, complex decision making, mental fatigue and  managing risks at work will all catch up on you if you don’t 
periodically slow down. Use music, nature, art, cinema, silence or whatever it takes to help you slow down. One or two 
drinks are better than five or six.

8. SMILE OFTEN, BE GRATEFUL AND EXPRESS GRATITUDE IN YOUR ATTITUDE  
Boost your positive emotions. It could be worse. We learn this from our patients’ experiences. That’s life. 
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& ABOUT
OUT
We work closely with GPs, their staff and other 
stakeholders to enhance services to our members, 
improve patient care and reduce risk. We offer 
workshops and talks to GP practices and training 
schemes, trainers’ meetings, faculty meetings, CME 
meetings and study days. Please contact our CEO  
Ruth Shipsey at ruthshipsey@medisec.ie or by 
telephone 01 6610504 to tell us how we can assist GPs 
and their practices.  If you have an upcoming event and 
would like to enquire if a Medisec speaker might be 
available, please do not hesitate to get in touch.

Some of the recent speaking engagements we have 
covered include: 

•  Ruth, Mary and Aisling presented to the North 
Cork ICGP Faculty on the topics of medico-legal 
challenges in general practice, medications and 
prescribing and record keeping. 

•  Ruth and Aisling addressed CME groups in both 
Kildare and Drogheda about trends in medico-legal 
matters, managing risk and GDPR. 

•  Deirdre presented to GPs at UCD Law School on 
complaints handling and medico-legal risk in GP 
practices and to the IASRH Annual meeting on 
consent and Children First Legislation.

•   Aisling and Deirdre presented to large numbers of 
practice staff on medico-legal challenges including 
GDPR, at Medisec Don’t Expose yourself to Risk 
workshops in Limerick, Cork and Kerry.

•  Dee and Aisling presented to the Irish Student Health 
Association’s conference on data protection and 
file management and communication strategies in 
Athlone. 

•  Ruth presented Medisec’s Cycle of Life Talk,  
which covers the most frequently encountered 
medico-legal issues at each stage of a patient’s  
life, to the TCD, Midlands and Northeast  
Training Schemes.

Sponsorship Medico Legal Society: Mary Davin-Power, Senior 
Clinical Risk Advisor, Medisec - Dr Simone Carton, Principal Clinical 
Neuropsychologist National Rehabilitation Hospital Dun Laoghaire - 
Ruth Shipsey, Chief Executive, Medisec - Dee Duffy, Legal Counsel, 
Medisec.  

SPONSORSHIP

Medisec was delighted to support the Medico-Legal 
Society of Ireland Annual Academic Day in February 
this year held in the Honorable Society of the King’s 
Inns. President of the Society Ms Liz Doyle-Fleming 
welcomed medics and lawyers to this lively and useful 
day entitled ‘Occupational Safety and Health : Medicine 
and the Law’. The President of the High Court Justice 
Peter Kelly chaired the first session. 

EXPERT WITNESS TRAINING
Medisec members are often required to attend court 
proceedings to give evidence.  Eversheds Sutherland 
has published a useful guide which is available on our 
website with information for witnesses including tips 
and tools to help prepare for court. A link to the 
booklet can be found below. If you are interested 
in participating in a complimentary training session 
provided by Eversheds Sutherland via an interactive 
webinar, to assist and familiarise yourself with the 
process of giving evidence, please email us at 
membership@medisec.ie.

A link to the booklet can be found here  
https://medisec.ie/News/Giving-Evidence-in-Court
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QUALITY & 
SAFETY AWARD
Medisec is delighted to sponsor the Annual ICGP 
Quality & Safety Award. Medisec is excited to 
announce the commissioning of Elizabeth O’Kane 
an award winning sculptor to design a sculpture for 
our prize winner. The perpetual award, featured on 
the front of this magazine, will be housed in the ICGP 
offices. Each year the annual winner will receive an 
individual smaller replica sculpture.

Elizabeth’s public sculptures include Irish tenor 
Count John McCormack in Dublin’s Iveagh Gardens, 
champion Irish greyhound Mick the Miller, in Killeigh, 
Co. Offaly, and John Hearne in Waterford City.

Collectors of her work include The Department of 
Foreign Affairs and Trade, The National Concert Hall, 
University College Dublin, University of Limerick, 
Shannon Airport, The Incorporated Orthopaedic 

Hospital of Ireland, BreastCheck at St. Vincent’s 
University Hospital, The Irish Rugby Football 
Union, Belfast City Hall and The Irish Embassy in 
Washington DC.

Originally a translator by profession, Elizabeth is 
largely a self-taught artist, with part time studies at 
the Art Students League of New York and at the 
Florence Academy of Art in Italy. She is a member of 
the Water Colour Society of Ireland and of the Ulster 
Watercolour Society.  

Elizabeth is an Invited Artist at this year’s Royal 
Hibernian Academy Annual Exhibition. She also 
exhibits with the RUA in Belfast, and with the Society 
of Portrait Sculptors in England. 
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We’re
always
on call 

Call 1800 460 400
or visit medisec.ie

Medisec Ireland CLG is a single agency intermediary with  
Allianz plc and is regulated by the Central Bank of Ireland.

While you’re busy caring for your patients, 
Medisec are doing the same for you.

Medisec provide advice and guidance on 
practice, procedures,  legal and ethical 
issues, medical council complaints, as well 
as professional indemnity insurance, with 
24/7 support whatever the issue, however 
big or small.

And because we’re owned by and run for 
GPs in Ireland you can be sure we always 
have the best interests of you and your 
patients in mind.

Medisec Medical Legal Advisory Team


